תקציר מנהלים :  
  
מתודולוגיית הבדיקה:  
לשם בדיקת הקוד נעשה שימוש בכמה גורמים , הראשון הינו הרצת כלי לסריקת קוד ומציאת חולשות , בשם "Zed Attack Proxy"  
לאחר מכן נעשת סריקה ידנית על הקוד , לחיפוש חולשות המופעיות ב-  
Top Ten OWASP Vulnerabilities  
לאחר כל הצעדים האלו , נעשת בדיקת   
Penetration   
בשביל לוודא כי חולשות אלו זוהו , ותוקנו .  
  
  
פירוט החולשות אשר התגלו :  
  
Cryptographic Failures -   
אין שימוש בהצפנת הסיסמא של המשתמש כאשר הוא מעביר מידע לשרת , בין אם מדובר בלוגין או בסיין אפ  
רמת סיכון : קריטית.  
מקום ההשפעה : עמוד ההתחברות לאתר:  
[pages/login.html + scripts/login.js]  
אופן זיהוי : סריקה ידנית -   
Top 10 OWASP  
  
  
SQL injections -   
משתמשים יכולים לקרוא לעצמם בשימוש כל תו שהוא , אשר כוללים גם תווים מיוחדים כגון ":" , "/" , "?" ועוד.  
  
נספחים :